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MATURE TRLs 7 – 9
Mainstream Industry News

Initial Public Offering

Stock Market

DEVELOPMENT TRLs 4 – 6

VC investment

Market Analysis

Patents

Technology licensing

RESEARCH TRLs 1 – 3
Scientific publications

Research Funding

HYPE
Presented as TRL 7 – 9 whereas 

in fact it is at TRLs 1 – 3, if at all.

TRL 7-9 sources, but mainly driven 

through TRL1-3 sources

DIFFERENT INTELLIGENCE SOURCES 
REQUIRED PER TECH READINESS LEVEL (TRL)
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CASE STUDY: 
QUANTUM THREAT 



TRL 7-9:
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TRL 7-9
IPOs – STOCK MARKET



TRL 4-6 
MARKET ANALYSIS OUTLETS / TECH BLOGs



TRL 1-3
SCIENTIFIC PUBLICATION SOURCES:

arxiv.org 
webofscience.com 
googlescholar ….
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TRL 1-3 
Scientific paper/Publication database analytics:

Web of science
Scopus
Google Ngram Viewer 
…

#quantum cryptography

#quantum threat

#quantum threat



WHAT ARE THE ATTACK SCENARIOS?
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THREAT ACTORS
CAPABILITIES, MOTIVE, SKILL LEVEL, SIZE

TACTICS
NOVELTY, STAGE

TECHNIQUES
NOVELTY, INTEGRATION IN ATTACK PATH

Picture Source: Threatpost, Crowdstrike 
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Risk posed to public key cryptography
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● Inflated threat! Will remain theoretical for at least 20 years 

● Who likely should care?

○ those with Government proximity

● Predicates 

○ Core fundamental research

○ Funding streams

○ QC skills, access to quantum computing HW, etc.

● Current State of Play

United States

China

Russia

Criminals

QUANTUM THREAT TAKEAWAYS – FOR SENIOR LEADERSHIP
Risks posed to public key cryptography



PROACTIVE SCOPING



KEY TAKEAWAYS:

1. BE PROACTIVE IN EMERGENT TECHNOLOGY ASSESSMENTS

2. LEVERAGE COMMON LANGUAGE MODELS &
STAY CONSISTENT

3. PROVIDE VALUE TO YOUR ORG BY CONTEXTUALIZATION          
SO LEADERS CAN TAKE INFORMED DECISIONS



THANK YOU!



QUANTUM PERCEPTION SURVEY

forms.gle/dH4CwyXmb3Bp5JMY9



LET’S TALK!
natalie.kilber@nablaco.com

linkedin.com/in/donuts

CREDITS: This presentation was created with a Slidesgo template, including icons 
by Flaticon and inforgraphics by Freepik.
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